[bookmark: _Toc516467381]SA WG2 Meeting #128	S2-186445
July 2nd – 6th 2018, Vilnius, Lithuania	

Source:	Orange
Title:	Clarification on the establishment procedure of proxyied MPTCP connections
Document for:	Approval
Agenda Item:	6.8
Work Item / Release:	ATSSS/Rel-16
Abstract of the contribution: This contribution proposes a method for establishing proxyied MPTCP connections without requiring another encapsulation scheme to transport flows between the UE and the MPTCP proxy. The proposed method allows establishing network-assisted MPTCP connections in a 0-RTT manner avoiding therefore penalizing proxyied MPTCP connections compared to non-proxyied TCP connections.
	
Introduction
Network-Assisted MPTCP deployment models are designed to facilitate the adoption of MPTCP for the establishment of multi-path communications without making any assumption about the support of MPTCP capabilities by communicating peers. 
Section 6.5 of TR23.793 defines an architecture to take advantage of establishing communications over multiple paths (resource bonding, resiliency, etc.) even if the remote endpoint is not MPTCP-capable. To that aim, an MPTCP proxy is introduced to relay MPTCP connections created by the UE into TCP connections and vice versa. 
The address of the MPTCP proxy is discovered by the UE in step 13 of TR23.793, Section 6.5.4.1. Nevertheless, TR23.793 does not specify how MPTCP subflows can be established via an MPTCP proxy (that is, how the address of the MPTCP proxy is used by the UE). This contribution fills that void.  It does so by proposing the UE and MPTCP proxy to adhere to the 0-RTT proxy procedure defined in [I-D.ietf-tcpm-convertes]. 
In order to avoid the burden of encapsulation and additional signaling between the UE and the MPTCP proxy, [I-D.ietf-tcpm-convertes] specifies how a plain transport mode is enabled, so that packets are exchanged between an UE and its upstream MPTCP proxy without requiring the activation of any additional encapsulation scheme to transport MPTCP flows (e.g., IP-in-IP [RFC2473], GRE [RFC1701]). Also, the approach in [I-D.ietf-tcpm-convertes] avoids the need for out-of-band signaling. For example, if SOCKS is used between the UE and the MPTCP proxy, up to 6 SOCKS messages may have to be exchanged between the UE and the MPTCP proxy before actual payload data to be transferred, thereby yielding several tens of milliseconds of extra delay before the connection is established. Such extra delay is not acceptable. 
[I-D.ietf-tcpm-convertes] can be used to assist MPTCP connections even if endpoints are MPTCP-capable. Furthermore, it accommodates various deployment contexts, such as those that require the preservation of the source IP address and others characterized by an address sharing design. The solution is compatible with IPv4/IPv6.	
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*********************************Second Change**********************************
6.5.4.1	MPTCP PDU session establishment procedure


Figure 6.5.4-1-1: UE-requested MPTCP PDU Session Establishment for non-roaming and roaming with local breakout
Editor's note:	It is FFS whether instead of the above PDU session setup procedure the UE could setup two independent PDU sessions for MPTCP procedures. In this case it is also FFS how the UE receives the address of the MPTCP proxy.
1.	The UE initiates the "UE Requested PDU Session Establishment" procedure as specified in TS 23.502 [6] clause 4.3.2.2.1 on 3GPP access with an additional preference to establish an MPTCP PDU Session. The UE can also first initiate the PDU Session Establishment procedure on untrusted non-3GPP access.
2.	The AMF selects an SMF that supports MPTCP procedures.
3.	The AMF sends an Nsmf_PDUSession_CreateSMContext Request to SMF.
4.	The SMF registers with the UDM.
5.	The SMF sends an Nsmf_PDUSession_CreateSMContext Response to AMF.
6.	Optional Secondary authorization/authentication.
7a.	If dynamic PCC is deployed, the SMF performs PCF selection.
7b.	The SMF may perform a Session Management Policy Establishment.
8.	The SMF selects an UPF that incorporates an MPTCP proxy functionality. As an alternative, the UPF can select a standalone MPTCP proxy.
9.	SMF may perform a Session Management Policy Modification procedure.
10-17.	The user plane of the PDU session over 3GPP access is established and the UE creates the first MPTCP subflow over the 3GPP access following the procedure defined in clause 6.5.4.2.
-	In step 11, the SMF indicates to AMF the MPTCP proxy address.
-	In step 13, the UE receives a PDU Session Establishment Accept message containing the MPTCP proxy address, thus, the UE determines that the MPTCP PDU session over 3GPP access is established.
19-27.	The user-plane of the PDU session over untrusted non-3GPP access is established and the UE creates an additional MPTCP subflow over the untrusted non-3GPP access. The second MPTCP subflow is established following the procedure defined in clause 6.5.4.2.
NOTE:	The steps 10-17 and 19-27 can be executed in parallel.
************************************End Change**********************************
*************************Third Change (New Text) ******************************
[bookmark: _Toc512869320]6.5.4.2	Procedure for establishing proxied MPTCP connections
The UE and MPTCP proxy shall follow the procedure defined in clause 3.3 of IETF draft-ietf-tcpm-converters-01 [9] for establishing proxied MPTCP subflows. 
In particular, the SYN message to create the initial subflow via the MPTCP proxy shall include the Connect TLV defined in IETF draft-ietf-tcpm-converters-01 [9]. Also, the destination IP address of that SYN message shall be set to the one of the MPTCP proxy discovered in step 13 of clause 6.5.4.1. Subsequent subflows of the same MPTCP connection are established directly between the UE and the MPTCP proxy following normal MPTCP procedures [8]. 
************************************End Change**********************************
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